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A family of pseudorandom binary sequences
constructed by the multiplicative inverse

by

HuaNING Liu (Xi’an)

1. Introduction. Let p be an odd prime. For each integer a with ¢ <
a < t+4wu and (a,p) = 1, there exists one and only one @ such that 0 < a@ < p
and aa = 1 (modp). Let r(p,u,t) be the number of cases in which a and @
are of opposite parity, that is

r(p,u,t) = Z 1.

t<a<t+u
(a,p)=1
2fa+a
Define
1 a )
E(p,u,t)zr(p,u,t)—§ Z 1 and S(p,U) :Z|E(p7uat)| .
t<a<t+u t=1

(a,p)=1
W. Zhang [14] showed that

1
S(p,u) = —up+ O('LLQ\/]_)Ing p)

4
by proving the estimate
p—1 L
Z (_1)ﬁ+n+x < \/;T?long.
n=1
pin+x

Therefore it is natural to expect that the sequence {(—1)"*"T%} behaves
like a random sequence of + signs.
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In a series of papers C. Mauduit, J. Rivat and A. Sarkozy (partly with
other coauthors) studied finite pseudorandom binary sequences

Ex = {61, .. .,eN} S {—1,+1}N.

In [9] C. Mauduit and A. Sarkézy first introduced the following measures of
pseudorandomness: the well-distribution measure of En is defined by

)

t—1

W(EnN) :max‘ E Catjb
a,bit | 4 0
j:

where the maximum is taken over all a, b,t € Nwith 1 <a < a+(t—1)b < N;
the correlation measure of order k of Ey is

)

M

CL(En :max‘g e cee

k( ) MD ‘ n+dy n+dy
n—

where the maximum is taken over all D = (dj,...,d;) and M with 0 <
di < --- < di < N — M; and the combined (well-distribution-correlation)
PR-measure of order k,

t

Qr(EN) = Juax) ‘ Zoea+jb+d1 " Catjbtdy |
]:
is defined for all a, b, t, D = (di,...,d;) with 1 < a+jb+d; < N
(t=1,...,k). In [10] the connection between the measures W and C was

studied.

The sequence Ey is considered to be a “good” pseudorandom sequence
if both W(EyN) and Ci(EN) (at least for small k) are “small” in terms
of N. Later J. Cassaigne, C. Mauduit and A. Sérkozy [3] proved that this
terminology is justified since for almost all Ey € {—1,+1}", both W (Ey)
and Cy(Ey) are less than N'/21og® N.

It was shown in [9] that the Legendre symbol forms a good pseudo-
random sequence. In [1] and [2], J. Cassaigne and coauthors studied the
pseudorandomness of the Liouville function, defined as A(n) = (—1)%()
(£2(n) = the number of prime factors of n counted with multiplicity) and
also of y(n) = (=1)“( (w(n) = the number of distinct prime factors of n).
Moreover, let

1 /ma+na

K = Se((m0472)
a=1 p

denote the Kloosterman sums, where e(y) = €™, p is a prime, and @ is the

multiplicative inverse of @ modulo p such that 1 < a < p—1. E. Fouvry (with

coauthors) [4] showed that the signs of K(1,n;p) form a good pseudorandom

binary sequence.
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Furthermore, let p be an odd prime, and g a primitive root modulo p.
Define indn by 1 < indn < p —1 and n = ¢g"™4" (modp). Write N =p — 1
and define the sequence Ey = {e1,...,en} by

+1 if1<indn<(p—1)/2,
" {—1 if (p+1)/2<indn <p—1.
A. Sarkozy [13] showed that Ey is also a good pseudorandom binary se-
quence.

However, the above constructions produce only a few good sequences
while in certain applications (e.g., in cryptography) one needs large families
of good pseudorandom binary sequence. Therefore some large families of
pseudorandom binary sequences were introduced in [5], [6], [8] and [11].

As was said in [9], the analysis of the known constructions leads to the
conclusion that, although the new constructions are superior to the previous
ones from many points of view, there is a price paid for this so that there is
no perfect construction. Thus the selection of the construction method to be
applied must depend on the application in mind; the construction which is
superior in a certain situation may fail in another one. This also means that
the search for new approaches and new constructions should be continued.

Let p be an odd prime. Define

_q\Atntr
(1.1) e =4 (=1 if pfn and pfn + =,
1 otherwise,
where x is an integer with 1 <z < p— 1. Let £, ; = {€},...,€, 1} be

defined by (1.1). In [7] we proved that
W(E;_;) < p'/*log’p,
Cy(Ey, 1) < p/*log” p,
Qa(E, 1) < p?10g” p.

This shows that {(—1)"T"**} is a good pseudorandom binary sequence.

However, it is usually not enough to control correlations of order 2 to
ensure the pseudorandom behavior of a sequence, in particular in the case of
applications to cryptography. Therefore in the report for our paper [7] the
referee suggested completing that study by showing analogous results for
correlations of larger order, Cj and Q, for k > 2. Moreover, he/she suggested
completing that work by studying the measure of pseudorandomness for the
more general construction obtained by

(1.2) o (_1)W+f(n+z) ifpj(f(n) and pj(f(n T x),
! 1 otherwise,

where f is a suitable polynomial over [F),.
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In this paper, we realize the referee’s suggestions. The main results are
the following.

THEOREM 1.1. Let p be an odd prime, and let E! | = {€},..., 61/0—1} be
defined by (1.1). Then

Cu(E)_y) < kp'log™ 1 p,  Qu(E)_) < kp'/?log?+1 p.

THEOREM 1.2. Let p be an odd prime, and let f(x) € Fplz] have degree
d with 0 < d < p and no multiple zero in F,. Let E | = {ef,... e} |}
be defined by (1.2). Assume that k € N with 2 < k < p, and one of the
following conditions holds:

) k=2 () (4d)*
Then
W (E)_,) < dp'/*log®p,
Cr(E,_,) < kdp'/?log?Ft1 p,
Qr(EY_1) < kdp'/?log ' p.
REMARK. Since there is a very good (polynomial time) algorithm for

computing the multiplicative inverse modulo p, these two sequences can be
generated fast.

2. Some lemmas. To prove the theorems, we need the following lem-
mas.

LeMMA 2.1 ([12]). Let g(x), h(x) € Fp[z] be such that the rational func-
tion f(z) = g(x)/h(x) is not constant on F,, and let s be the number of
distinct roots of h(z). Then

g(n)
py ()| < max(aen(s) dea(h) +5 - 1V
h(n)#£0

LEMMA 2.2. For any integers si,...,s;, di,...,d; with (s1---s;,p) =1
and dy < --- < dj, the polynomial

l l
:ZSZH n+d;)

=1 j=
i

oL,
S0

is not the zero polynomial on IFp,.
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Proof. Suppose that 1(n) = 0 (modp). Then the coefficients of

nl_l, e, nY must be congruent to 0 modulo p. So we have

l
(2.1) }:%( 3 dh~d%)50@mﬂm, k=0,1,...,01—1.

j=1 1<) << <l
P1yeensikFJ
This gives
l k+1

22)  Ys( Sy et S di,edi ) =0 (modp),

Jj=1 m=1 1<im <+ <1<l

msk k=0,1,...,0—1.
Substitute the kth equation into the (k+1)st equation for k = 0,1,...,1 — 2.
Then we have
s1+ 824+ 5 =0 (modp),
s1dy + sada + -+ -+ sid; = 0 (mod p),
s1d3 + sod3 + -+ + 5;d7 =0 (mod p),

(2.3)
s1d77% 4 59d5 2 4 -+ 51dl 2 = 0 (mod p),
s1d7l o spds Sldfl =0 (modp).
That is,
1 1 o] S1 0
dq do <o dy 89
(2.4) _ , ‘ = (mod p).
d-l gt dg—l s 0
Since
1 1 1
dl d2 dl
e
: : : 1<j<i<l
I— - -
dl 1 d2 . dl 1

(2.1) has one and only one solution

(mod p),
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which is impossible. This shows that (21(n) is not the zero polynomial
onF,. =

LEMMA 2.3. For any integers a, b, u, x, d1,...,dg, 1, ., Tk, S1,---,Sk
such that dqy < --- < dj and (bxry-- 181 Sg,p) = 1,
- pz:l e<r1a+jb+d1+---+rka+jb+dk>
p

J=0
pt(a+7b+d1) - (a+j5b+dy)
plla+jb+di+z) - (a+jb+di+x)

Xe(sla—l—jb+d1+x+---+ska+jb+dk+x+uj>

< ky/p. P
Proof. From the properties of residue systems we have
p—1 — —
di + - - d
7 — Z e(rlj+ 1+ g+ k)
p

j=0
pt(i+d)- (G +dk)
pt(j+di+x) (j+dp+x)

slm—l----—i-skm—i-uz(j—a))
’ )
If ptu, define
Hi(j)=0G+d) - (G+d)+di+z) - (j+dp+ )
and
Gi(j)=m(+de)---(G+dp)G+di+z)---(J+dp+2x)+---
+re(+d1) - (JHde—1)G+di+x)--- (J+di + )
+s1(+d) - (GH+de)G+detz)-(G+dp+a)+---
+sp(G+di) - (G+de)(+di+x) (+ dp1+ )
+ub(j—a)(j+di)---(G+de)(G+di+x) - (G +di + ).

The function G1(j) cannot be constant over F,, since the coefficient of j2**!

is ub. Thus by Lemma 2.1 we have ¥; < k\/p.
For p|u, we have

p—1 -_— e
d d
7 — > e<m+ L+ g+ k)

- p
7=0
pt(G+d1)-(j+dk)

piGi+r+2)-(j-+dy ) ) <Slm+-~+5km>
. .
p

Defining
Fi(j)=rmj+di+---+mj+di+sij+di+x+--+spj+dp+z,
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and dy41 =dy +x,...,dog, = dp, + 2, Tpr1 = S1,...,T9k = Sk, We get
Fi(j) =rij+di+ -+ roj + dog.
If there are some n, m with n < m and d,, = d,,, then
Fi(j)=rj+di+ - +rn-1j+dn1+ (rn+7rm)j+dn+rnp1j + dpt
+ o+ 1) A+ g1 + A1 £+ rokd + dog
If p|ry + rm, we define
Fi(j)=rj+di+-+rn1j+dp1+rps1j+dng1+--
+ Pm1] + dm—1 + Tmg1J + A1 + -+ Tord + doks

hence Fi(j) = F{(j) (modp). If ptr, + rm, then set F|(j) = Fi(j).

For F{(j), if there still exist some n/, m’ such that n’ < m’ and d,; = d,y,
then we continue the above process. Since dy < -+ < dg, dp1 < -+ < dagg
and d; < dg1, we finally get some

Fi(j)=tj+te+tjtet - +tujta
with (¢1---t,p) =1, c1 < --- < ¢ and F1(j) = F;(j) (modp). Therefore

Jj=0 p
ptG+ec1

)(iten)
Now defining
! !

Hi(n)=(n+c1) - (n+¢) and Gi(n)= Zti H(n+cj),

i=1 j=1
J#1
we have
Gi(n)
n= Y ( i >
neF, Hi(n)p
HY (n)#0

By Lemma 2.2 we know that G7(n) is not the zero polynomial on F,.
Note that deg(G7) < deg(HY), so G7(n)/H;{(n) is not constant on [F,,. Then
from Lemma 2.1 we also have ¥ < I,/p < k\/p. »

LEMMA 2.4. Define p, f(z), d and k as in Theorem 1.2. Then for any in-
tegersl,dy, ..., dy, s1,...,spwith 1 <I<k,dy <---<djand (s1---s;,p)=1,

the polynomial
! !
Z H n+ d;)

J
J#
is not the zero polynomial on IFp,.

Proof. This lemma can be easily deduced from Lemma 5 of [11]. =
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LEMMA 2.5. Define p, f(x), d and k as in Theorem 1.2. For any integers

a, b, u, x, di,...,dg, T™1,...,7k, S1,...,8 Such that di < --- < dj and

(bxry - -rRpsy--- Sk, p) = 1, we have

By e 5 e(rlf(a+1b+d1)+~ - ‘+ka(a+Jb+dk)>
j=0 P

pif (a+jb+di)-- f(atjb+dy)
ptf(a+jb+di+x)- f(a+jb+dp+ax)

Xe(slf(a—l—jb—i—dl—i—:c)+-~-+skf(a+jb+dk+m)+uj>

p
< kdy/p.
Proof. From the properties of residue systems we have
d e d
7y — T e(?“1f(]+ )+ rfl+ k))
p

=0
pif (j+d1)- f(j+dk)

ptf (j+di+x)- f(j+di+x)

. e<81f(j+d1 )+ + 5k S+ di + @) + ub(j —a))

. .

If ptu, define
Hy(j)=f(G+di) - fG+de)f(j+di+z)-- f(j+dp +T)

and

Go(j) =mf(i+da) - fG+d)fG+dr+x)-- fG+dp + )+
+ref(i+d) - G+ de-1)fG+di+z) f(G+di +2)
+suf(G+d) - fOU+de)f(G+da+a) - fi+de+x)+ -
+spf(+di)- - fG+d)f(G+di+2) - f(§+de1 + )
+ub(j —a)f(j+di)-- f(G+dp)f(G+di+x) - f(G+dy + ).

The function G2(j) cannot be constant over F, since pfub. Thus by Lem-

ma 2.1 we have ¥p < kd,/p.
For p|u, we have

v - ”2_:1 e<r1f(j+d1)+-]-)-+rkf(j+dk)>

=0
ptf(G+d1)-f(5+dk)
ptf (j+di+z)-f(j+dp+x)

x6<51f(j+d1+x)+"'+5kf(j+dk+$)>‘
p

Defining
E()=rif(G+d)+ - +ref(G+de)+sif(G+di+x)+ - +spf(j+dp +x),
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and dy41 =dy +x,...,dog, = dp, + 2, Tpr1 = S1,...,T9k = Sk, We get
Fy(j) =rif(j+di) + - +ropf(J+ dag).
If there are some n, m with n < m and d,, = d,,, then
Fy(G)=rf(i+di)+ - +rnaf(J+dn-1) + (rn+7m) f(J+ dn)
+ Tn—i—lm +-+ Tm—lm
+ 1 f(J 4 dma1) + - o f(5 + dog).
If p|ry + rm, we define
() =mfG+d)+-+rnaf(G+dna) +rapf +dup) +--
+ m-1f(J + dm-1) + rmy1f(J + dms1) + -+ 1o f (G + dak),
hence Fy(j) = Fi(j) (modp). If ptr, + rm, then set Fy(j) = Fa(j).

For F}(j), if there still exist some n’, m’ such that n’ < m’ and d,y = d,y,
then we continue the above process. Since d; < --- < dg, di11 < -+ < dog
and d; < dgy1, we finally get some

() =tf(G+ea)+taf(G+e)+-+tf(+a)
with (¢1---t,p) =1, c1 < --- < ¢ and F5(j) = F5(j) (modp). Therefore
S 210)
Uy = jgo e( » )
pl(+er)(+er)

Now defining

l l
Hi(n) = f(n+e)+ fn+a) and Gin) =3t [ fn+ey),
=1 =l

we have

G5(n)
S ( ; )
neF, H3(n)p
H3 (n)#0
By Lemma 2.4 we know that G3(n) is not the zero polynomial on F,.
Note that deg(G%) < deg(Hs ), so G5(n)/Hs(n) is not constant on F,,. Then

from Lemma 2.1 we also have ¥» < ld\/p < kd\/p. =

3. Proof of the theorems. First we prove Theorem 1.1. For 1 <
a+th+di <p-—1,i=1,...,k, 0 <d; < -+ < dg, by (1.1) and the
trigonometric identity

(3.1) zp:6<%”> _ {25 if p|n,

et if pin,
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we have
t

/ !
Z Catjbrdr " Catjbtdy
Jj=0

(_ 1)a+jb+d1 +a+jb+ditz+--+atjbt+dr+a+jbt+dit+x

Il
Mﬁ

]:
pf(a+jb+d1)-
pt(a+jb+di+z)-

+ O(k)
L SN~ (U=

) (a+jbdy)
)+ (atGb+dy o)

=]

(a+jb+dy)
(a+jb+di+x)

3
L

plla+jb+d
pt(a+jb+di+z

X Z__: Zp:6<m(m—m1))§ i%&(@—m))

ni=1s1=1
p _—
% e Z Ze<7’k(a+jb;—dk mk)>

-1 -
03 o BOELE AT =) gyt o
p

ne=1sr=1
1 p-] pl mir U e ni1s
S (B () (Eer(5)
s 2 (2
p ri=1 “mi=1 p s1=1 “n1=1 p
p—1 p—1 M p—1 p—1 s
o S (( Z () (K e ()
rg=1 “mg=1 p sp=1 “np=1 p
p t ul
3 (2e(+3))
u=1 =0 p
y u e<r1a+jb—|—d1—i—---—i—rka—i-jb—l—dk)
j=0 b
PH(a+jb+dy)-(a+jb+dy)
pt(a+jb+di+x)--(a+jb+dp+x)
6(51a+jb+d1+x+‘--+3ka+jb+dk+x+uj)
p

+O(k).
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Since
: ul 1
(3.2) 1256(_5) < |sin(mu/p)| for pfu,
| “ m rm 1
TnZZI(_l) €<_?> < ‘Sin(ﬂ-/2 — ﬂr/p)]’

from Lemma 2.3 we have

t " p—1 1 2k
/ /
Z Catjbtdr " Catjbtdy < p2k+1 <; |sin(7r/2 _ 7T7"/p)|) ’ k\/f_j

=0
i in“ <j§_:1 \sin(w/21— wr/P)\>2k (i m> kP

1/2

2k;+1

< kp*/“log

Therefore

1/2 1og2k+1

< kp'“log

/ l
(3.3) Qk(Ep = ;%%’lg ‘ Z Catjbrdr " Catjbtdy

Taking a=0,b=1, j=n—1and t=M —1 in (3.3), we immediately get

1/2 g2k +1 )

< kp*/“log

M
/ _ / !
Cr(Ep_1) = r]‘r}ag‘ E 1: €ntdy " Entdy,
n=

This proves Theorem 1.1.

Now we prove Theorem 1.2. For 1 < a+th+d; <p—-1,1=1,...,k,
0<d; <---<dg, by (1.2) and (3.1) we have
¢
Z €g+jb+d1 T 6:1/+jb+dk
j=0
t
_ Z (_1)f(a+jb+d1)+f(a+jb+d1+m)+---+f(a+jb+dk)

§j=0
ptf(a+jb+dr)- f(a+jb4-dy)
ptf(a+jb+di+x)-- f(a+jb+dy+x)

« (_1)f(a+jb+dk+r) +O(k5d)

1 P L fu—1)
= A Z Z Z € P
=0
ptf (a+jb+di)--- f(atjb+dy)
S (atjbt-dy+a)--f (a+jb+dy )
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" Z”:e(mm—ml))

p

ﬁée(sﬂfm+jbtf1+$)—“ﬂ>

ie<rk<m—mk>>

p

i e(sk(f(a +jb+di+ ) — nk))(_l)m1+n1+-~~+mk+nk

1

=) E(E ()

s1=1 “ni=1

rE= me= Sk:]- nkzl
p ¢ ul
3 (Xe(-5))
u=1 =0 p
. b

o

]:
ptf(a+jb+di)- f(a+jb+dy)
ptf(a+jb+di+z)-- f(a+jb+dp+x)

X6<slf(a—|—jb+d1+:n)+---+skf(a+jb+dk+:n)+uj

. >+om@

Then from (3.2) and Lemma 2.5 we get
p—1
1

. 2k
t
" "
jZO Catibrdy " Catibrd, < T (; |sin(7/2 — T/p)\> v

. p—1 1 2k ,p—1 1
+ p2h+l (; |sin(7/2 — 7r7“/p)!> <uz::1 m> VP

1/2

2k+1
p.

< kdp'“log
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Therefore

1" 1"
(3.4)  Qxl( p—1) = aHbl%)l() ’ Z €a+jb+d1 © " Catjbtdy

1/2 1og2k+1

< kdp'*log

Taking &k = 1 and d; = 0 in (3.4), we have

t—1

1/27.43

W(E, ) :rg?i(‘ g egﬂb‘ < dp'/?log® p.
" ]:0

And takinga=0,b=1,j=n—1and t = M — 1 in (3.4), we immediately
get

< kdp1/2 10g2k+1 P

/! "
Cr(E, max‘Zenerl €nid,

This completes the proof of Theorem 1.2.
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